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#DapatAllMagWhoscall

Whoscall 2024 Philippine Scam 

Report



The Whoscall App in the Philippines recorded a 

total of 6,157,517 SMS scam messages and 

610,688 scam calls in 2024

Scam Calls SMS Scams

610,688 6,157,517

Whoscall 2024 Philippine Scam Report
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2024 Scam Calls SMS Scams

First Quarter 108,157 1,143,268

Second Quarter 135,535 1,288,811

Third Quarter 165,236 1,645,470

Fourth Quarter 201,760 2,079,968

Quarterly Breakdown
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2024 Scam Calls SMS Scams
January 34,652 346,556

February 37,220 392,446

March 36,285 404,266

April 46,518 469,022

May 46,895 400,457

June 42,122 419,332

July 51,904 462,007

August 56,341 512,334

September 56,991 671,129

October 57,005 680,822

November 57,805 691,141

December 86,950 708,005

Total 610,688 6,157,517

Monthly Breakdown
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SMS Scams increased during the Ber Months

From September to December 2024, Whoscall recorded a total of 

2,751,097 SMS Scam:
• 5% of SMS Scams related to purchase of Tech Gadgets

• 5% on educational references and platforms

• 8% on Gift cards and promos

• 18% on registration to phishing sites to harvest PII for selling, account updates

• 10% to mobile app download from unauthorized sites

• 11% related to Job Scam 

• 23% on loans related scams

• 12% on investment Scams

• 8% to others - Games, crypto

Confidential & Copyright of Gogolook Co., Ltd | 本資料僅供內部使用 No parts of this presentation 

may be reused without the author’s prior acknowledgment | Non-commercial



From January to December 2024, Whoscall recorded 16,553

risky Uniform Resource Locators (URL).

⮚ 26%: Invitations to register for online services, promotions, insurance,

game memberships, financial services, loans and rewards.

⮚ 11%: Downloads of malicious software or apps.

⮚ 9%: Online account management updates like password maintenance

related messages

⮚ 18%: Online shopping scams and suspicious payment requests.

⮚ 12%: Employment-related scams.

⮚ 14%: Investment scams.

⮚ 10%: Other scams, such as product promotions.

2024 Reported Risky URLs
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Global Anti-Scam Alliance (GASA) 

Insights to PH State of Scam
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Scam Alerts 

Introducing

Upcoming Feature!

The Philippines’ one-stop hub for all scam-related news

Get real-time notifications on the most recent and relevant news to keep 
yourself informed and ready to fight scammers!

● Stay informed about the latest scam trends to be able to spot 
scammers beforehand

● Be updated with the latest cybersecurity and anti-scam initiatives 
locally and from all over the world

● Share the news and keep your friends and family educated to help 
protect them from becoming victims
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